
Cyber Liability for NACD Members
As a Chemical Distributor you rely heavily on accurate data and industrial control systems to create and deliver products. In the event 
of a cyber incident, it’s likely that day-to-day business operations may be interrupted, income may be lost and public opinion may 
decline. AIG/Axon is committed to helping clients achieve certainty about what’s covered and what’s not if there is a cyber event.

NACD Members can now purchase cyber liability insurance as part of their Environmental and General Liability Exposures 
(EAGLE) Program to:
• Help with the investigation of a covered cyber even
• Reimburse lost income and additional expenses due to delayed or halted manufacturing as a result of such a covered cyber event
• Pay for costs of notifications, public relations, defense costs and restoration of lost data in connection with such a covered cyber

event

OVERVIEW OF AVAILABLE COVERAGES 

Security and Privacy Liability Insurance
Coverage provides payment for defense costs and damages if:

• A third-party sues an insured because of a network security failure or failure to
protect confidential information.

• An insured faces regulatory actions in connection with a security failure, privacy
breach or the failure to disclose a security failure or privacy breach.

Network Interruption Insurance 
Coverage provides reimbursement for lost income and operating expenses if:
• There is a material interruption of an insured’s business operations caused by a

network security failure.

Event Mangement Insurance
Coverage provides payment for and access to a trusted panel of vendors to help with:

• Notifications, public relations and other services to assist in managing and miti-
gating a cyber incident

• Expenses to restore, recreate or recollect lost electronic data, forensic investiga-
tions, legal advice and identity monitoring for victims of a breach.

CLAIM SCENARIO: 
ELECTRONIC DATA RECREATION AND 
NETWORK INTERRUPTION

An employee resigned from a 
manufacturing facility and erased 
all accessible hard drives, including 
information from backup systems. 
The data breach resulted in the 
interruption of business operations 
for one week. AIG’s experienced cyber 
claims professionals worked closely 
with the manufacturer and quickly 
coordinated incident response vendors 
to recreate all of the applications and 
information that had been erased. 
The company was reimbursed an 
estimated $300,000 in expenses and 
lostbusiness costs.



For additional information, contact:  Axon Underwriting| 908.947.0867 | info@axonu.com

SERVICES INCLUDED TO HELP PREVENT A CYBER INCIDENT

Eligible* EAGLE insureds receive preventative tools and services included with their CyberEdge® Coverage Endorsement.  
These services can help:
• Provide additional protection from ransomware
• Prevent employees from falling victim to phishing attacks
• Block attackers from entering an insured’s infrastructure

Please visit www.aig.com/cyberriskconsulting for a full listing of services.
 
EXPERIENCED CLAIMS HANDLING WHEN IT MATTERS MOST 
 
In the event of a cyber incident (even if only suspected), insureds should immediately call AIG’s 24/7 Cyber Claims Hotline at 1-800-
CYBR-345 (1-800-292-7345). Our Cyber Claims Team will assist insureds with the coordination and implementation of their pre-de-
termined response plan, engagement of any necessary vendors to identify immediate threats and start the restoration and recovery 
processes.

APPLICATION REQUIREMENTS

Businesses seeking Cyber Liability insurance with their EAGLE policy need to complete a cyber application (in addition to an
EAGLE application) with the guidance of their broker.

• Applicants interested in limits >$250K need to complete the interactive AIG Cyber Application.
• Applicants interested in limits <$250K may complete either the interactive AIG Cyber Application or EAGLE Cyber Application.

Applicants submitting the interactive AIG Cyber Application are entitled to receive AIG’s Summarized Assessment Report (SAR), 
which provides a high level view of the applicant’s cyber maturity. Upon purchasing coverage, insureds receive an Executive 
Summary Report (ESR), with an in-depth, detailed analysis of their cyber maturity, updated monthly. AIG’s Cyber Risk Consultants 
are also available to review ESRs with clients.


